
REPUBLIC OF MOLDOVA

INFORMATION TECHNOLOGY SERVICE

MINISTRY OF INTERNAL AFFAIRS

MIA/Assessment of the ICT
performance and capacity of MIA/IT
Systems and drafting of concepts for
the Key MIA Information Systems

Chisinau

16.01.2018



MIA

Information Technology Service  of Ministry of Internal Affairs

Founded: 5 March 2013

Administrative Authority under MIA, which is empowered to define the strategic framework and
policies on development of areas related to informational technology and communications in the MIA

ITS Mission: empowered to define the strategic framework and policies on development
of areas related to informational technology and communications in the MIA

Information Technology Service 
of Ministry of Internal Affairs

Information Technology Service  of Ministry of Internal Affairs

Legal framework:
MIA Regulation, approved by GD Nr. 778 from 27.11.2009*
MIA Regulation, approved by GD Nr. 693 from 30.08.2017 
ITS Regulation, approved by GD Nr. 754 from 12.09.2014**

MIA  Order No. 195 from 04.07.2016 ”On implementation of practices of centralized 
management of Information Technology and Communications services in MIA”.
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IIS of Law Enforcement Agencies

Legal framework for IIS:

• 2003 - Law Nr. 216-XV - ”On the Fully automated information system for 
recording crime, criminal cases and people who have committed crimes”;

• 2006 – GD Nr. 1202 – ”Concept of Integrated Information System of Law 
Enforcement Agencies”;

• 2011 – GD Nr. 710 – ”The Strategic Program for Governance technological 
modernization (e-Transformation)”

• 2012 - GD Nr. 328 – ”Regulation for organization and function of automatic 
informational System „Registry of criminalistic and criminological 
information”;

E-Transformation

• 2012 – GD Nr. 656 – ”On Approving the Interoperability Framework
Program”;

• 2013 – GD Nr. 857 – ”National Strategy for the development of
information society. „Digital Moldova 2020”;

IIS LEA



IT&C transformation Plan
for Law Enforcement Agencies

The objective:
Establishing the actions necessary to migrate from the current state (AsIs), for IT&C area of LEA to desired state (ToBe).

IIS LEA
According GD no. 1202/2006

Interoperability IT&C architecture of LEA
According to UE Interoperability Framework (EIF 2010)

Interoperability is the ability of independent organizations to interact 
in order, to obtain mutual benefits and achieving agreed objectives

SIIOD = unified automated information systems



Feasibility studies (2014)

• IT&C architecture and transformation Plan for GPO;

• IT&C architecture and transformation Plan for NAC;

• IT&C architecture and transformation Plan for CS;

• IT&C architecture and transformation Plan for MJ;

IT&C transformation Plan for Law Enforcement Agencies : 2015-2020.

IT&C transformation Plan for MIA 2015-2020:

• IT&C architecture and transformation Plan for MIA;

• Feasibility study for creation of an IIS for Border 
Police;

• Ensure comprehensive system of collection and 
analysis of data on migration stocks and flows and 
asylum

• Reconciliation Matrix (IT&C transformation project 
portfolio vs Matrix VLAP)

Feasibility 
study

IT&C 
evaluation 

and 
establishment 

of future 

architecture

IT&C 
architecture 

and 
transformati

on Plan 

dedicated

IIS

Law 
Enforcement 

Agencies

GPO

NAC

CS

MJ

MIA

GPI

GBPI

BMA

IPAS

20141215_RezultateFinale_6.pdf


Feasibility studies – IIS definition
IT&C architecture and transformation Plan for MIA

INVENTORY OF IT&C 
ARCHITECTURE

•IT&C architecture AsIs:

- Data architecture

- Application architecture

- Technological architecture

DETERMINATION 
OF FUTURE IT&C 
ARCHITECTURE

•Concerns and needs :

- IT&C strategic alignment

- Capacities: technology, people, processes

- Deficiencies and recommendations

TRANSFORMATION 
PLAN COMPILATION

•IT&C architecture ToBe

•Transformation Plan (road map) 2015-2020

•Implementation details 

IIS



Court of Auditors of RM studies (2016-2017)

Audit mission 1

Decision no. 27 
from 19.06.2017 

The Audit Report on the
assessment of the level of
implementation of the audit
requirements and
recommendations submitted
by CAD no.57 of 05.11.2013

Recommendations - 28
Requirements - 8

Audit mission 2

Decision no. 12 
from 05.04.2017 

The Audit Report "Road
Traffic Management Systems
Management"

Recommendations - 78
Requirements - 58

RO_4673_HCC_27_2017_Raport_ro.docx
RO_1174_ro-H572013r.doc
RO_4147_HCC_12_2017_Raport ro.docx


Project 10: Data Centers
modernization (phase 2)
Project 10: Data Centers
modernization (phase 2)

Project 2: Signing MoS for data exchange
(MoS) – (phase 2)

Project 2: Signing MoS for data exchange
(MoS) – (phase 2)

Project 12: MIA LAN 
modernization (ph 2)
Project 12: MIA LAN 
modernization (ph 2)

Project 38: Development of traffic monitoring system (phase 2)Project 38: Development of traffic monitoring system (phase 2)

Project 4: Implementation SMSI
(phase 2)

Project 4: Implementation SMSI
(phase 2)

Project 3: ITSM 
(phase 3)

Project 3: ITSM 
(phase 3)

Project 3: ITSM 
(phase 2)

Project 3: ITSM 
(phase 2)
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Project 1: MIA IT&C architecture management frameworkProject 1: MIA IT&C architecture management framework

Project 2: Signing MoS for data exchange
(MoS)

Project 2: Signing MoS for data exchange
(MoS)

Project 3: Implementation 
ITSM (phase 1)

Project 3: Implementation 
ITSM (phase 1)

Project 4: Implementation SMSI
(phase 1)

Project 4: Implementation SMSI
(phase 1)

Project 5: Implementation IT&C governance
framework

Project 5: Implementation IT&C governance
framework

Project 6: MIA PMO implementationProject 6: MIA PMO implementation

Project 11: Data processing and storage

platform modernization (ph 2)
Project 11: Data processing and storage

platform modernization (ph 2)

Project 12: MIA LAN 
modernization (phase 1)

Project 12: MIA LAN 
modernization (phase 1)

Project 10: Data Centers
modernization (phase 1)
Project 10: Data Centers
modernization (phase 1)

Project 38: Development of traffic 
monitoring system (phase 1)

Project 38: Development of traffic 
monitoring system (phase 1)

Project 37: Video monitoring systems of building and special autoProject 37: Video monitoring systems of building and special auto

Project 36: Implementation of digital content 
repository (ECM)

Project 36: Implementation of digital content 
repository (ECM)

Project 35: MIA archives digitizingProject 35: MIA archives digitizing

Budgetary Support 2014-2016
Matrix VLAP

Other

Project 12: MIA LAN modernization
(phase 3)

Project 12: MIA LAN modernization
(phase 3)

Project 13: MIA WAN modernization (phase 2)Project 13: MIA WAN modernization (phase 2)
Project 13: MIA WAN 

modernization (phase 1)
Project 13: MIA WAN 

modernization (phase 1)

Project 11: Data processing and
storage platform modernization
Project 11: Data processing and
storage platform modernization

Project 14: TETRA development (phase 3)Project 14: TETRA development (phase 3)
Project 14: TETRA

development (ph.2)
Project 14: TETRA

development (ph.2)
Project 14: TETRA

development (ph.1)
Project 14: TETRA

development (ph.1)

Project 11: Data processing and storage

platform modernization (ph 3)
Project 11: Data processing and storage

platform modernization (ph 3)

2015 2020

1. ITS governance framework and management (7)
2. implementing / upgrading of used applications (22)
3. development of technology platform (7)

implementarea/modernizarea
aplicațiilor utilizate (22)

dezvoltării platformei 
tehnologice (7)

201820172016 2019



IIS of Law Enforcement Agencies

MIA :
- Alerts;
- Management of contraventions;
- Management of criminal cases;
- Institutional integrity;
- Special investigation;
- Management of prohibitions/interdictions;
- Risk and threats analyses;
- Integrated Border Management;
- Management of migration and asylum; 

Institutional 
integrity

Alert/event 
management

Management of contraventions

Alert Management of criminal casesFOLDER

Special investigation

Analysis 

&

Reporting

Management of disciplinary 
infringements

Courts:
- Management of E-Cases of Courts management

Prosecution:
- E-Case of GPO;
- Statistics of criminal cases

NAC:
- Preventing and fighting corruption
- Integrity check
MITC:
- FRS capabilities into State Population Registry

Integrated Information System between various Law Enforcement Agencies and line 
agencies involved in detection and prevention of crime,

BUSINESS VISION

Software: SI Alerts, SI NCC, SIA RICC, SI E-Case of PG, PIGD, SI Poldata, SII BP, SII BMA, SI Infopol, SIC 
AccesWeb,  SI Interpol, AFIS & DACTO, Statitics of PG, xData, SI Detention, SI Arests, etc.

Main LEA activities to ensure public 
order and security:

LEA's key business processes required to be automated (according the feasibility studies):



IT&C area conform Matrix VLAP
MIA corporate platform IIS

Wide area applications environment (WAAE)

Public web applications

Work flow applications (WFMS)

xData
MIA Service Bus

(interop)

Analysis and reporting platform

MIA specialized applications

Common application
system

ID Service Provider

Security Sistem

ERP

Secret area applications environment (SAAE)

Work flow applications (WFMS)

Specialized applications

Applications for operational analysis

Security Sistem ID Service Provider

Secret Test EnvironmentTest EnvironmentDevelopment Environment

Archive of necessary old applications

Other participants Service buse
PolData

RCCI

Alerts

NCC IS

BMA IS

DACTO
AFIS FRS SPSSIBM I2ANBIBM I2IbaseIBM

X-Data
SIE

System



GD Nr. 633 from 06.06.2007

GD Nr. 634 from 06.06.2007

MIA corporate platform applications
Registry of criminalistic and criminological information

IS “RCCI” – designed for collecting, updating, keeping and

providing with operational and statistical information of
criminogenic nature in real time.

NCPDP Nr. 0000081 - 004

PSA (SRP, SRLE, SRV), BP, International 
Data Bases (CIS)

MIA: GPI, BMA, GBPI, IPAS

MIA: ITS - (new soft application used 

from 01.01.2013)

NAC, GPO, CS, SIS, SPGS



MIA corporate platform applications
Registry of criminalistic and criminological information

PERSON

EVENT / 
FACT

CRIMINAL CASE FILE

ADMINISTRATIVE 

OFFENSE

INVESTIGATIVE CASE 

SEIZURE

JUDICIAL FILE (No.)

SPECIAL EVIDENCE

WEAPONS

TRANSPORT

MARKED OBJECTS

ANTIQUES

DRUGS 

SEIZED

PUNISHMENT

• Evidence of complaints about crime;
• Evidence of crimes and persons who have

committed crimes (and penalties that have
been applied);

• Evidence of accused persons or persons to
whom has been applied the custodial restraint;

• Evidence of persons missing or put on the
wanted list;

• Evidence of unidentified corpses, sick people
and children;

• Evidence of marked and antique objects
missing and found;

• Evidence of stolen, reived or ownerless
transport;

• Evidence of arms and ammunition stolen, lost
or found;

• Evidence of administrative offenses, persons
who have committed them and punishment
imposed;

• State Evidence of Weapons



GD Nr. 633 from 06.06.2007

MIA corporate platform applications
Information System for record keeping of offences and 

penalization points

IS “PolDATA“– system disigned for ensuring centralized record
tracking of contraventions, penalty points and persons who have
committed them.
The system holds records on offenses committed in the public
order and traffic domain.

NCPDP Nr. 0000081 - 004

E-Gov (Mpay, Mpass, Msign, 
Mconnect)
PSA (SRP, SRLE, SRV, SRD)

MIA: GPI, BMA, GBPI, IPAS

MIA: ITS

NAC, NULR



RCCI

MIA corporate platform applications:
Interoperability – X-Data

SPSSIBM

I2ANBIBMBMA IS

Alarms

NCC IS

PolData
SIE

System

X-Data

MIA Nr. 206 from 12.07.2016

NCPDP -. to be registered

E-Gov (MConnect), MIA

MIA: GPI, BMA, GBPI, GESI, IPAS

MIA: ITS

ACORD DE COLABORARE
între Instituţia publică „Centrul de Guvernare

Electronică (E-Government)” şi Ministerul
Afacerilor Interne privind utilizarea platformei

de interoperabilitate (MConnect)
Nr. 3009-67 from 25.03.2106



Context of procurement (2018)

• Evaluation of the progress obtained in implementing the MIA 
ICT Transformation Plan;

• Analysis of MIA key information systems;
• Development of the concept documents related to the MIA 

key information systems;
• Updating the MIA ICT Transformation Plan.
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